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ctia

Everything Wireless

Meredith Attwell Baker

September 19, 2016

Mr. John Legere

Chief Executive Officer
T-Mobile USA

12920 SE 38th Street
Bellevue, WA 28006-1350

et

Congratulations!  This letter is to noftify you that T-Mobile USA (“T-Mobile”) has
completed the recertification process for the CTIA Consumer Code for Wireless Service
("Voluntary Consumer Code") for the period January 1, 2016 — December 31, 2016, and
is deemed compliant with the principles, disclosures and practices set forth in the
Voluntary Consumer Code. Accordingly, T-Mobile is authorized to use and display the
CTIA Seal of Wireless Quality/Consumer Information, subject to the terms and conditions
set forth in the attached License Agreement.

Please ensure that the relevant employees of T-Mobile review the License Agreement
before using the Seal. Use of the Seal constitutes acceptance of these terms and
conditions. Upon request, we will provide two specimens (color and black/white) of the
Seal for T-Mobile’s use on its website or collateral materials. If you should have any
questions concerning the recertification process or use of the Seal, please contact
Kathryn Dall’ Asta, CTIA's Associate Counsel, at (202) 736-3677 or kdallasta@ctia.org.

CTIA commends T-Mobile for its ongoing leadership and participation in the CTIA
Voluntary Consumer Code, and we look forward to continuing to work with T-Mobile on
this important industry initiative.,

Sincerely,

Mt

Meredith Attwell Baker

c.c. Kelsey Joyce, Director of Legal Affairs, Marketing
Dave Miller, General Counsel

Attachment

1400 16th Street, NW - Suite 600 - Washington, DC 20036 - www.ctia.crg
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EMERGENCY OPERATIONS PLAN

T-Mobile is able to function in emergency situations as set forth in Section

54.201(a)(2), which includes “a demonstration that it has a reasonable amount of back-up

power to ensure functionality without an external power source, is able to reroute traffic

around damaged facilities, and is capable of managing traffic spikes resulting from emergency

situations.” In particular, T-Mobile has the following capabilities to remain functional in

emergency situations:

Availability of fixed and portable back-up power generators at various network
locations throughout T-Mobile’s network that can be deployed in emergency
situations.
Ability to reroute traffic around damaged or out-of-service facilities through
the deployment of cell-on-wheels (“COWSs”), redundant facilities, and dynamic
rerouting of traffic over alternate facilities.
A network control center that monitors network traffic and anticipates traffic
spikes, and can then (i) deploy network facilities to accommodate capacity
needs, (ii) change call routing translations, and (iii) deploy COWs to
temporarily meet traffic needs until longer-term solutions, such as additional
capacity and antenna towers can be deployed.
The majority of sites not equipped with fixed generators have battery back-up
systems installed to maintain service in the event of a widespread power

outage.

147 C.F.R. § 54.202(a)(2).



REDXCHEENDR PUBLIC INSPECTION

T-Mobile USA
Business Continuity Program Summary

T-Mobile USA, Inc. (“T-Mobile”) is committed to safeguarding the interests of our customers,
employees and stakeholders in the event of an emergency or significant business disruption. As
a result T-Mobile has and maintains an enterprise-wide Business Continuity Program designed to
provide effective responses to a wide variety of disruptive events. T-Mobile’s Business Continuity
Program is centralized in its design and decentralized in its implementation, promoting active
involvement in the program by all lines of business in all locations.

Primary components of the T-Mobile Business Continuity Program include:

Enterprise Business Continuity Project Initiation and Oversight

Risk Evaluation and Controls

Business Impact Assessment and Analysis

Business Continuity and Disaster Recovery Strategic Direction

Crisis Response, Emergency Response, and Operations

Business Continuity Plan Development, Maintenance, and Exercising
Awareness and Training Programs

Public Relations and Crisis Response and Resumption Coordination
Coordination with External Agencies
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A team of certified Business Continuity professionals is responsible for documenting and
developing enterprise standards, processes, and policies for all business continuity and disaster
recovery needs throughout T-Mobile. This group supports the line of business continuity planning
and defines enterprise tools and methodologies. This level of consistency across the lines of
business enhances T-Mobile’s overall planning and resumption efforts.

T-Mobile also maintains backup and alternate power sources at mission critical locations, and has
information processing and telecommunications back-up sites that provide redundancy that is
important to protecting key business information and services. Business Continuity Plans are
housed in a centralized online repository, accessible to employees in office and remotely through
a web browser. Additionally, hard copies of plans are available at multiple sites throughout the
enterprise.

The T-Mobile USA Business Continuity Program is designed and maintained to proactively
mitigate the risk of threats to T-Mobile’s customers, employees, and stakeholders. As such the
program is revised and updated as needed to address potential and emerging hazards.

For more information on the T-Mobile Business Continuity Program, please send inquiries to:
business.continuity@t-mobile.com

August, 2009
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